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1.0 INTRODUCTION

e s

Your Digiplex Security System is an advanced technology security system that will provide you with reliable security
protection and powerful features that are easy to use. The elegant and user-friendly LCD keypad will allow you easy
access to your security system's functions and information at the touch of a button. The 32-character LCD screen
will display messages and menus to guide you through the system’s operations. Your Installer can even customize
the messages for your home orbusiness.

Since you will communicate your instructions to your system through the keypad, please read this manual carefully
and have your Installer explain basic system operation.

If you have the InTouch Voice Assisted Arm/Disarm Module (APR3-ADM2) connected to your Digiplex security
system, please referto page 19 for operating instructions.

1.1 LEGEND
A Indicates a warning or animportant note.
Indicates useful information or a tip.
[sQUARE BRACKETS] Indicates information that must be entered on the keypad.
2.0 BASIC OPERATION
The following sections will introduce you to the roles of the buttons, lights, and messages on your LCD keypad.
Figure 2.1: Basic Overview
“AC” LIGHT: The LCD screen wil guide you
ON = AC power with detailed messages.
OF F = Power failure
“STATUS” LIGHT:
When Green:
ON = Allzones are closed. =
OFF =0One or more zones are open. [
FLASH = Exit Delay ot (i Use the arrow buttons to scroll
When Red: 45 @ through the cumrent menu when
ON = Area(s) armed Z 9 the amrows appear in the LCD
OFF = Area(s) disarmed L screen.
FLASH = System in Alarm
ACTION BUTTONS:
Each button’s function is explained in the following sections of the manual.
[cLEAR] = Erases currentdata entry [ENTER] = Saves current data and
or reverts to the preceding step. exits current menu.
2.1 AUDITORY FEEDBACK (BEEP TONES)

When you enter information on the keypad, the keypad will guide you with beep tones to communicate the
acceptance orrejection of your entries.

Confirmation Beep: When an operation (i.e. arming/disarming) is successfully entered or when the system
switches to a new status/mode, the keypad emits an intermittent beep tone (“BEEP-B EEP-BEEP-BEEP-BEEP”).

Rejection Beep: When the system reverts to a previous status, or when an operation is incorrectly entered, the
keypad emits a continuous beep tone (“BEEEEEEEEEEP”).
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2.2

CONFIDENTIAL MODE
Your Installer can program keypads to not display the status of your system automatically by changing the LCD
screen to Confidential Mode. In Confidential Mode:

» The zones and status messages wil NOT be displayed

» The indicator lights will NOT illuminate

* Depending on how your keypad was programmed by your installer, you must either press a button or enter your User
Access Code to iluminate the indicator lights and activate Normal Mode.

2.3 PARTITIONED SYSTEM
A separated system is called a Partitioned System, which can be useful in situations where shared security systems
are more practical. Your installer can design your system to recognize up to four separate protected areas. For
example, a company that has both an office area and a warehouse area can arm and disarm each area separately
and control the access to each area.
If you have access to more than one area, and you need to select a specific area(s) when prompted by your LCD
keypad, follow either one of the following three methods to make your selection:
» Press the keypad button corresponding to the area you wish to select (i.e. 1, 2,...4).
* Press the [0] button for all areas.
+ Use the [A] and ['¥] buttons, and press [ENTER] when the area you want to select appears on the screen.
2.4 AREA STATUS DISPLAY
The Area Status Display |How do |l see the status of the areas?
allows you to view the status |1) Enter your [AcCESS cODE], then press the [1] button.
of the selected areas in a ) press the button correspondingto the area (ie. 1, 2,...4), or use the [A]and
Partitioned System (Refer to [V ] buttons and press [ENTER] when the area you want to view appears on
section 2.3 on page 5). the screen.
3) Press [CLEAR] to exit.
In Area Status Display mode, the following information will scroll on the LCD screen:
» ‘“ready”: if al zones in the selected area are closed.
* “notready”: ifzones in the selected area are open.
» open zones within that area (i.e. “Front Door Open”).
* “Trouble(s)”: (section 7.0 on page 14) ifa trouble has occurred.
+  “Alarms in Memory”: (section 4.3 on page 8) ifan alarm has occurred.
+ “Armed” ;“Force Armed” ; “Instant Armed” ; “Stay Armed”: displays the aming status of the selected area.
3.0 ARMING
IR S
When your system is armed, it can respond to any breach in the protected zones by causing an alarm and sending
a report to your Central Monitoring Station.
3.1 EXIT DELAY TIMER
When you arm your system, it will trigger the Exit Delay Timer to provide you with enough time to exit the protected
area before the system is armed.
3.2 REGULAR ARMING

This method is used for the |How do | Regular amm the system ?
everyday arming of vyour |1) Enter your [ACCESS CODE].

system. All zones within the [2y press the [aRM] button.
protected area must be
closed to Regular arm the

system.

3) If you have access to more than one area, select the area(s) you wish to
Regular arm (refer to section 2.3 on page 5).
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3.3

3.4

3.5

3.6

STAY ARMING

Stay arming will partially arm
your system to permit you to
remain in your home or office
by arming the outer zones
(perimeter) of the protected

How do | Stay arm?
1) Enter your [ACCESS CODE].

2) Press the [sTAY] button.

3) If you have access to more than one area, select the area(s) you wish to
Stay arm (refer to section 2.3 on page 5).

area (ie. doors and
windows).

INSTANT ARMING

This feature is the same as
Stay arming except that there
is no Entry Delay. Therefore,
any armed zone that is
breached will immediately

How do | Instant arm?

1) Enter your [ACCESS CODE].

2) Press the [5] button.

3) If you have access to more than one area, select the area(s) you wish to
Instant arm (refer to section 2.3 on page 5).

generate an alarm.

FORCE ARMING

Force arming allows you to
quickly arm your system
when zones are open.
However, once the openzone
is closed, your system will
then arm that zone as well.

How do | Force arm?
1) Enter your [ACCESS CODE].

2) Press the [FORCE] button.

3) If you have access to more than one area, select the area(s) you wish to
Force arm (refer to section 2.3 on page 5).

BYPASS PROGRAMMING

You can bypass certain zones
when you arm the protected
area(s). When a zone is
bypassed, it will be ignored
the next time your system is
armed. Once your area is
disarmed, the system will
unbypass the zone.

How do | Bypass a zone?
1) Enter your [ACCESS CODE].

2) Press the [BYP] button.

3) Enterthe zone number (i.e. 01, 02,..48), or use the [A] and [V¥] buttons and
press [BYP] once the zone you want to bypass appears on the screen. If
“bypassed” does not appearonthe screen and the keypad emits a Rejection
Beep, you may not have access to bypass that zone.

4) Repeat step 3 until all zones you want to bypass have been selected.

5) Press the [ENTER] button to save and exit.

In order to bypass azone, the following conditions must be met:
- The zone must have the Bypass option programmed by the installer.
- Your User Access Code must be programmed to enable the Bypass option.

- Your User Access Code must have access to the zone’s Area Assignment.
- The zone’s area must be disarmed before the zone can be bypassed.

A

3.6.1 Byprass RecaALL

Fire Zones cannot be bypassed.

Bypass Recall reinstates the
zones that were bypassed the
last time your system was
armed.

How do | activate Bypass Recall?
1) Enter your [ACCESS CODE].

2) Press the [BYP] button.

3) Press the [MEM] button.
Zones bypassed the last time your system was armed are bypassed.

4) Press the [ENTER] button to save and exit.
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3.7 ONE-TOUCH BUTTONS
If enabled by your Installer, you can access the following features without using your User Access Code by pressing
and holding the desired One-Touch button.
BUTTON FEATURE BUTTON FEATURE
[ARM] Regular arm [DIs ARM] Disarm a Stay/Instant armed area
[sTAY] Stay arm [5] Instant arm
[FORCE] Force arm [6] Change display settings
[BYP] Bypass Programming [7] View Event Record display
3.8 KEYSWITCH ARMING
A key can be used to arm and disarm your system using two forms of keyswitches. With a Maintained Keyswitch,
place the key in the “ON” position to arm your system, and place the key in the “OFF” position to disarm your
system. With a Momentary Keyswitch, place the key in the “ON” position briefly then place it back in the “OFF”
position to arm the system. Repeat this process to disarm with a Momentary Keyswitch.
3.9 AUTO-ARMING
If enabled by your Installer, you can set the time that an area will arm itself automatically.
3.91 TiMED AUTO-ARMING
Your installer can set Timed |How do | set the Auto-Arming timer?
Auto-Arming to function in |1) Enter your [ACCESS CODE].
either Force or Stay arming |[2) press the [0] button.
mode. A sixty-second Exit
Delay sequence will begin 3) Press the [MEM] button.
prior  to your  system [4) If you have access to more than one area, press the area’s number, or use
automatically arming itself at the [A] and [¥] buttons and press the [Acc] button when the area you want
the programmed time. to program appears on the screen.
5) Enter the time you want the area to be armed according to the 24 -hour clock
(i.,e. 9a.m.is 09:00 and 9 p.m. is 21:00).
6) Press the [ENTER] button to save and exit.
3.9.2 No MovemENT AuTO-ARMING
Your system can be programmed to send a report to your Central Monitoring Station and/or arm the system if there
is no activity in the area during a specified period of time. Your installer can set No Movement Auto-Arming to
function in either Regularor Stay arming mode.
4.0 DISARMING
—————————— S
When your system is disarmed, it deactivates any alarms in progress, and it deactivates the zones so the alarm will
not be triggered if zones are breached.
4.1 ENTRY DELAY TIMER

Your installer will program designated entry points (i.e. the front door) with an Entry Delay Timer. This delay gives
you time to enter the armed premises and enter your code to disarm your system before the alarm is triggered.
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4.2 DISARMING AN ARMED SYSTEM
You can only disarm an area |How do | disarm the system?
to which your User Access |1) Enter your [ACCESS CODE].
Code is 335'9_“ed- User [2) Press the [DISARM] button.
Acce’:ss Codes with the “Arm If you have access to more than one area, select the area(s) you wish to
Only” (section 5.4 on page 11) disarm (refer to section 2.3 on page 5).
option enabled cannot disarm
an armed system.
How do | disarm a system in alarm?
1) Enter your [ACCESS CODE].
2) In the case of a false alarm, call your Central Monitoring Station quickly to
advise them of the false alarm.
A In the case of aburglar alarm, leave the premises and call the Police from a safe place.
4.3 ALARM MEMORY DISPLAY
Your system will record all the |How do | view the list of alarms that occurmred?
alarms that occurred during |When an alarm has occurred, the LCD screen will display “Alarms in Memory
the last armed period. The |[MEM]fo View”.
zones in alarm will remain in |1) Press the [MEM] bufton. Each zone that was breached while armed will
the Alarm Memory until the appear below “Alarm in.”.
next time that area is armed. 2) Press the [CLEAR] button to exit the Alarm Memory Display.
5.0 ACCESS CODES
—————————— S

Access Codes allow access to the system. Your system supports up to 96 User Access Codes. Codes are given a
User Number between 02 and 96 (User Number 01 is the System Master Code). Your Installer will program User
Access Codes to be four, six, or variables of one to six digits in length. Each digit can be any value between zero
and nine. If your Installer programmed your system to accept a variable code length, you have to press the [ENTER]
button after entering your User Access Code.

5.1 SYSTEM MASTER CODE (Default 123456)
The System Master Code will
give you access to all the
features available on your
system, as well as the ability
to add, modify, or delete any
User Access Codes. We
suggest that you change this
code to prevent others from

accessing and changing
options without authorization. Your Installer can set The System Master Code to be either 4 or 6 digits in length.

A

DELETING USER ACCESS CODES
To delete User Access Codes, follow steps 1 to 5 in Figure 5.1 on page 9, but press the [CLEAR] button in Step 5, 6
and 7. Once the information is erased, press the [ENTER] button to save and exit.

How do | change the System Master Code?
1) Enter the current [SYSTEM MASTER cODE] (default: 123456).

2) Press the [0] button.

3) Press the [Acc] button.

4) Enter the number [01].

5) Enter a [NEW CODE].

6) Press the [ENTER] button to save and exit.

The System Master Code has access to all Access Control Doors and all Access Control
features at all times. Only the card’s serial number and the choice of arming method can be
changed. If the other options are manually changed, the System Master Code will immediately
revert to its original programming.

5.2
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5.3 PROGRAMMING USER ACCESS CODES
The System Master and Users with the Master feature can program User Access Codes with User Options and

Area Assignments. Figure 5.1 on page 9 describes the steps you would follow to program User Access Codes.

If the keypad emits a Rejection Beep at any point during the programming procedure, you may have chosen an
existing User Code or you do not have access to certain User Options (section 54) and Area Assignments (step 7
in Figure 5.1 on page 9). User's with the Master feature can only assign User Options and Area Assignments that
they are assigned to. Forexample, if a User with the Master feature is assigned User Option 1 and Area 2, they can
only assign Options 1 and Area 2 to a User Access Code.

Figure 5.1: Programming User Access Codes

STEP 1

PRRADOX FANMILY
20010125 180:36

STEP 2

SELECT RCTION

STEP 3

RCCESS CODE
FRCCITO PROGRAN

STEP 4

JSER NUMBERI |
ENTER A NUNMBER

STEP 5

USER CODE OO
{ I

Do not press [ENTER]

STEP 6

000 USER OPTIUNS

Dot |

Do not press [ENTER]

Enter your [AcCEss coDE] (System Master Code or User Access Code with Master

feature).

Press [0] to enter the Programming Menu.

From Programming Menu, press [Acc].

Enter the 2-digit User Number you want to program; press the ['¥] button to scroll the
list of codes then press[Acc] once the desired code appears on the screen.

Enter a User Code within the brackets. Press the [A] button to reach the User Options

screen.

NOTE: The User Code is a Personal Identification Number (P.1.N.).

Program the User Options by pressing the number on your keypad corresponding to
the User Option you wish to enable. The option is considered ON when the number

appears within the brackets. Proceed to step 7 by pressing the [A] button. For a
detailed description of the User Options refer to section 5.4 on page 11.

Options [1] and [2] : Master Feature
[1] OFF = Master Feature disabled.

Access Codes.

Assignments.

[1] ON, [2] OFF = User can only modify User

[1] ON, [2] ON = User has full Master rights.
User can create, modify, and program User
options, User Access Options and Area

Option [3]: Duress

Option [4]: Bypass

Option [5]: Arm Only

Option [6]: Stay and Instant Arm

Option [7]: Force Arm

Option [8]: OFF - Access keypad’s
Access keypad’s
partitions only
ON - Access any
partition assigned
touser
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STEP 7

g00 ASSIGN ARER

[esesiooionoior

Proceed with Steps 8 to 10 only if
Access Control has been enabled.

h 4
STEP 8

000 LEVEL+SCHED
(01 toil

h4
STEP 9

gOURCLESS OPTION

{sesesedototors )

STEP 10

000 RCCESS CARD
1000:000001
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Users are able to perform actions (arming, disarming, etc.) only in the area(s) they are
assigned. To assign an area(s) to a User Access Code, enter the number corresponding
to the area you wish to assign (i.e. [1] = area 1, ...[4] = area 4).

Press the [¥] button to return to the User Options; press the [A] button to proceed to
step 8; or press the [ENTER] button to save and exit programming mode.

NOTE: If no area is assigned, and if PGMs are programmed by your Installer, the User
can only control the PGMs. Refer to section 8.1 on page 15 for a more detailed
explanation of PGMs.

A) Enter the 2-digit Access Level (i.e. 00, 01,...15) within the first set of brackets.

An Access Level determines which Access Control Doors a User is allowed to pass
through. There are 16 possible Access Levels which are usually programmed by your
Installer. Access to all Access Control Doors is Access Level 00.

B) Enter the 2-digit Schedule (i.e. 00, 01,...15) in the second set of brackets.

Schedules, programmed by your Installer, determine the hours, days, and holidays that
Users are permitted through Access Control Doors. Each user is assigned a Schedule
through the User Access Code. To provide access at all imes, assign Schedule 00.

Program the Access Control User Options by pressing the number on your keypad that
corresponds to the Option you wish to assign. The option is considered ON when the
number appears within the brackets. For a detailed description of the User Access
Control Options, refer to section 5.5 on page 11. Press the [A] button to proceed to step
10.

Option [1] : Access Card is Activated

Option [2] : Can Disarm with Access Card

Option [3] : Extended Unlocked Period

Options [4], [5], [6] & [7] : Arming with Card

Option [4] OFF = Disable the Arming with Card feature
Option [4] ON, options [5], [6] & [7] OFF =Regular Arm
Options [4] & [5] ON, options [6] & [7] OFF = Stay Arm
Options [4] & [6] ON, options [5] & [7] OFF = Instant Arm
Options [4] & [7] ON, options [5] & [6] OFF = Force Arm
Option [8] : Access to Armed Access Control Doors

Enter the Access Control Card’s serial number within the brackets on the screen by
either using the keypad buttons, or presenting the card to the keypad’s reader.

Press the [ENTER] button to save and exit.



5.4

5.5

USER OPTIONS

Options [1] and [2]. Master Feature

When option [1] is OFF, the User cannot program other Users into the system.

When option [1] isON and option [2] is OFF, the User can only modify existing User Access Codes.

When both options [1] and [2] are ON, the User has Full Master rights. The User can create or modify User Access
Codes, User Options, User Access Control Options, Access Card Numbers and Area Assignments according to
theirown programming. For example, if the Full Master User has access to area #1 and option [4] (Bypass) only, the
Full Master User can only assign area #1 and option [4] to other Users in the system.

Option [3] Duress

When option [3] is ON, the Duress feature is enabled. This feature is used when someone forces a User to arm or
disarm an area(s). By entering a User Access Code (P.I.N.) reserved forthe Duress feature, the system will arm or
disarm the area(s), and then send a silent alarm to the Central Monitoring Station.

Option [4] Bypass
When option [4] is ON, the Bypass feature is enabled. This feature allows the User to deactivate zones when arming
the area(s).

Option [5] Arm Only
When option [5] is ON, the Arm Only feature is enabled. The User can arm assigned areas with either a card or
code, but cannot disarm. When the option is OFF, the User can either arm or disarm assigned areas.

Option [6] Stay & Instant Arm
When option [6] is ON, the Stay and Instant Arm features are enabled. The User can now Stay or Instant Arm their
assigned areas.

Option [7] Force Arm
When option [7] is ON, the Force arm feature is enabled. The User can now Force arm their assigned areas.

Option [8] Area Access

When option [8] is ON, the keypad will permit access to all the areas assigned to the User Access Code. When
option [8] is OFF, the keypad will only permit access to the areas it controls. For example, the keypad is assigned
area 1 only, and your User Access Code is assigned areas 1 to 4. If the option is ON, you can access all four areas
from the keypad. If the option is OFF, you can only access area 1.

@ By default all Users can Regular arm the system.

ACCESS CONTROL USER OPTIONS

Option [1] Access Card is Activated
When option [1] is ON, the Access Control Card is activated and can be used when Access Controlis enabled in the
system. When the optionis OFF, the Access Control Card cannot be used.

Option [2] Disarming with Access Card
When option [2] is ON, a User's Access Control Card can unlock and disarm an armed Access Control Door (see
section 6.2.2 on page 12).

For option [2] to function in the ON position, option [5] “Arm Only” in the User Options must
be disabled (refer to section 5.4 on page 11).

Option [3] Card with Extended Unlocked Period

When option [3] is ON, “Extended Unlocked Period” is enabled. “Extended Unlocked Period” refers to the time
period programmed into each Access Control Door by your Installer that extends the unlocked time of the door. For
example, if your Installer sets the Unlocked period of the doorto 30 seconds and the Extended Unlocked Period to
15 seconds, then a User Access Code with “Extended Unlocked Period” enabled will have a total of 45 seconds to
pass through the door.

Options [4] to [7]: Arming with Card
Options [4] to [7] define the type of arming when arming with an Access Control Card (refer to section 6.2.1 on page
12). You can either Regular arm, Stay arm, Instant arm, or Force arm.

[4] ON, [5]to [7] OFF = Regular Arm

[4] & [5] ON, [6] & [7] OFF = Stay Arm
[4] & [6] ON, [5] & [7] OFF = Instant Arm
[4] & [7] ON, [5] & [6] OFF = Force Arm

LCD Keypad 11



Option [8] Access to Armed Access Control Doors

When option [8] is enabled, the Access Control Card can be used to open an armed Access Control Door. When a
valid Access Control Card is presented to a reader that is assigned to a zone and the zone is armed, access will be
granted and the Entry Delay will begin. When option [8] is ON, extra security is provided since a user must enter a
User Access Code to disarm the area.

A

For option [8] to function in the ON position, option [5] “Arm Only” in the User Options (refer
to section 5.4 on page 11) and option [2] “ Disarming with Access Card” in the Access Control
User Options (refer to section 5.50n page 11) mustbe disabled.

6.0 USING ACCESS CONTROL

R =

6.1 ENTERING & EXITING
Depending on how your system is installed, there are various ways to enter and exit Access Control Doors:

1)Present your Access Control Card to the reader. The system will verify that the card 3/
is allowed access according to its assigned Access Level and Schedule. If it is —
accepted, the system will unlock the door. The reader’s light can be programmed by
the installer to turn green or extinguish briefly to indicate that the door can be

opened. The reader can also be programmed by the installer to audibly inform you
that the door can be opened.
2)When the motion detector detects movement (Request for Exit), it will unlock the olH 1
door to permit passage from inside. 2
O
3)Enteryour User Access Code on a keypad and press [AccC]. o_tEer
side
4)If the Access Control Door is on a “Door Unlocked Schedule”, you may be able to
open Access Control Doors without usinga User Access Code or an Access Control

Card. I?ependlng on the door’s programming, the door can remalrl'n unlocked during | _ access Control Module
the entire programmed schedule or the door can unlock once a valid Access Control 2= Card Reader

Card is presented to the reader during the schedule and then will remain unlocked

3 = “Request for Exit" Motion Detector

for the remainder of the schedule.

6.2 ARMING AND DISARMING WITH CARD

6.2.1 ArRMING WiTH CARD
An Access Control Card can be programmed to arm areas assigned to the door when itis presented to
the reader (door) twice within approximately 5 seconds without opening the door.
The Access Control card must be:

presented to a door during its assigned Schedule (referto step 8 in Figure 5.1 on page 9).

presented to a door within its assigned Access Level (referto step 8 in Figure 5.1 on page 9).
programmed to allow arming (options [4] and [5] in section 5.5 on page 11).

assigned to all areas that are assigned to the Access Control Door (refer to step 7 in Figure 5.1 on page
9), or assigned to at least one of the areas assigned to the Access Control Door dependingon how your
Installer has programmed the Access Confrol Door.

6.2.2 DisarRMING WITH CARD
To disarm and unlock an Access Control Door when the area assigned to it is armed, present your Access
Control Card to the reader (door).

The Access Control card must be:
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presented to a door during its assigned Schedule (referto step 8 in Figure 5.1 on page 9).

presented to a door within its assigned Access Level (referto step 8 in Figure 5.1 on page 9).
programmed to allow disarming (option [2] in section 5.5 on page 11).

assigned to all areas that are assigned to the Access Control Door (refer to step 7 in Figure 5.1 on page
9), or assigned to at least one of the areas assigned to the Access Control Door dependingon how your
Installer has programmed the Access Control Door."



6.3

HOW ACCESS CONTROL WORKS
To illustrate how Access Control functions, we will use three simple Access Control System examples:

Bonnie’s Access Control Card is
programmed with Access Level
01 and Schedule 01. If she
presents her card to the reader
on Door 02 on Tuesday, August
3 at 3 p.m., she will gain access
to the room.

If Bonnie presents hercard to the
reader on Door 02 on Saturday
oron a Holiday at 3 p.m., she will
be denied access.

If we change Bonnie'’s Access
Level to 02 and she presents her
card to the reader on Door 02 on
Tuesday, August 3 at 3 p.m., she
will be denied access.

Figure 6.1: Example A

Door 01

Door 02

Figure 6.2: Example B

Door 01

Door 02

Figure 6.3: Example C

Door 01

Door 02

Access Level 01:
Door 01 & 02

Schedule 01:
Monday to Friday from 9AM to 5PM
Sat., Sun., and Holidays from 10AM to 1PM

Access Level 01:
Door 01 & 02

Schedule 01:
Monday to Friday from 9AM to 5PM
Sat., Sun., and Holidays from 10AM to 1PM

Access Level 02:
Door 01

Schedule 01:
Monday to Friday from 9AM to 5PM
Sat., Sun., and Holidays from 10AM to 1PM
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7.0 TROUBLE DISPLAY

7.1

If your system experiences any
problems, “Trouble(s) [TRBL] to

View” will appear on the LCD
screen. The Trouble Display will

only display the troubles that
occur in the area(s) to which the
assigned.

keypad has been
Potential troubles have been

How do | view the Trouble Display?

1) Press the [TRBL] button when “Trouble(s) [TRBL] to View” appears on the
LCD screen. The Group Heading with the trouble will appear on the screen.

2) Press the [A] and [¥] buttons to scroll between the Groups experiencing a
trouble.

3) Press the [NUMBER] of the Trouble you wish to view.

sorted into eight groups. Only the troubles which are relevant to you are listed and described below. If a trouble that is
not described or listed below appears, contact your Installer.

A

7.0.1 GROUP 1: SYSTEM

AC Failure

We strongly suggestthatif any troubles occur, contact your Installer immediately to have your
system serviced.

The control panel has detected a power failure. This means that your system is running on the backup

battery. If this trouble
Installer for repairs.

Battery Trouble

occurs when your establishment is not experiencing a power failure, call your

The backup battery is disconnected, needs to be recharged, or replaced.

Bell Absent

The system has detected that the bell or siren is not connected.

7.0.2

GRrouP 5: ZoNE TAMPER

The zone(s) that was tampered with will be displayed on the LCD screen.

7.0.3
If a wireless device's

GRrRouP 6: ZoNE Low BATTERY

battery needs to be replaced, the zone that is assigned to the device will be

displayed on the LCD screen.

7.04

GRrouP 7: ZoNE FauLT

A wireless device is no longer communicating with its receiver, or a connection or Cl eanMe ™ trouble is
occurring with your smoke detectors.

7.0.5

Groupr 8: CLock Loss

The time and date have been reset to the default. This is the only trouble that we recommend that you
correct. “Clock Loss [8] to Set”will appear on the LCD screen after you press the [TRBL] button. Refer to
section 8.3 on page 15 to set the time and date.

EVENT RECORD DISPLAY

The Event Record Display will
record the user-initiated
actions that occurred in your
system as well as any alarms
or ftroubles (i.e. “Access
Granted”). You will only be
able to view the events that

occurred in the area(s)

How do | view the Event Record?
1) Enter your [ACCESS CODE].

2) Press the [7] button.

3)If you have access to more than one area, select the area(s) you wish to
view (refer to section 2.3 on page 5).

4)Use the [A] and [V¥] buttons to scroll between the events.
5) Press the [cLEAR] button to exit.

assigned to your User Access
Code.

Once you have entered Event Record Display mode, you can change the order that the Event Record screens
appear by pressing the [7] button. If you already know the number of the event you want to view, press the [MEM]
button after step 3 above, and then enterthe event's number.
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8.0 ADDITIONAL FEATURES

8.2

8.3

PROGRAMMABLE OUTPUTS (PGMS)

Your system includes Programmable Outputs (PGMs) that can be programmed by your Installer. A PGM triggers
when a predetermined event or series of events occurs in your system. The PGMs can be programmed to reset
smoke alarms, turn on light switches, open or close garage doors and much more. Ask your Installer about this

useful feature.

KEYPAD SETTINGS

You can modify the keypad settings to suit your needs (Referto Figure 8.1 onpage 15).

1)Scrolling Speed refers to the amount of time that a message will remain on the screen before moving to the next

message.
2)Backlight refers to the illumination behind the buttons and LCD screen.

3)Contrast refers to how dark or pale characters will appear on the screen.

Figure 8.1: : Modifying LCD screen settings

[Enter your [AccEss copE]|

v

Press [1] Press [2] Press [3]

Scrolling Speed: | Backlight: choose a||Contrast: choose a
choose a number||number from zero to||number from zero to
fromzerototen (tenis||seven (seven is the||four (four has the most
the slowest) brightest) contrast)

L [A] :d [v] J

To increase or decrease the numbers

v

Press [ENTER] —
I v

Press [CLEAR]to exit‘ ‘ Press [¥] to move to the next setting

SET TIME & DATE

How do I reset the time and date?

2) Press the [8] button.

9a.m.is 09:00 and 9 p.m. is 21:00).

5) Press the [ENTER] button to save and exit.

1) Enter your [Access coDE] and press the [TRBL] button.

3) To change the time, place the cursor under the number you want to change
by using the [ A] button and enter the time according to a 24-hour clock (i.e.

4) To change the date, place the cursor under the number you want to change
and enter the correct date according to year/month/day.
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8.4 PROGRAMMING CHIME ZONES

You can program the keypad |How do | program chime zones?
to emit a rapid, intermittent | 1) Enter your [ACCESS CODE].
beep  tone  whenever () press the [9] button.
designated zones are opened
oronly when opened between
certain hours. These zones
are referred to as Chime
Zones. Your installer can also
program your Chime zones to
beep upon closure.

3) Press the [1] button tochime a zone. Then enter the
number corresponding to the zone to be chimed, or use
the [A] and ['¥] buttons to scroll the list of zones. Press
the [Acc] button to chime or unchime the zone that
appears on the screen. Press [ENTER] to save.

OR
Press the [2] button to set the time period a chimed zone
will beep. Enter the time that the chimed zone(s) will start
beeping when opened (HH:MM). Enter the time that the
chimed zone (s) will stop beeping when opened (HH:MM).

4) Press [cLEAR] to exit chime programming.

8.5 PANIC ALARMS
Your system can be programmed to send an alarm to your Central Monitoring Station to request help from the
police, a medical facility, the fire department, or anyone you wish when you press a pre-determined combination of
buttons. To generate a panic alarm, simultaneously press and hold the button combinations displayed in Table 1 on
page 16. Your installer can program the alarm to be either silent or audible.

Table 1: Panic Buttons

Buttons to be pressed and held

Panic Alarm Types simultaneously

Emergency Panic Press & hold the [1] and [3] buttons
Auxiliary Panic Press & hold the [4] and [6] buttons
Fire Panic Press & hold the [7] and [9] buttons

8.6 QUICK FUNCTION BUTTONS
You will only need to use the |How do | access the Quick Function Buttons?
Quick Function Buttons upon |1) Enter your [ACCESS CODE]

your Installer’s or Central |2y pregs the [0] button.
Monitoring Station's request. 3) Press the:

Only the System Master Code o .
or User Access Codes with [sTAY] button to send a test report to the Central Monitoring Station.

the Master feature enabled [FORCE] button to call the Winload software.
will be able to access these [ARM] button to answer the Winload software.
functions. [DiIsARM] button to cancel communication with the Winload software.

9.0 TESTING AND MAINTENANCE

9.1 BURGLAR ALARM TESTING
Two people are needed to complete this test. One person will watch the LCD screen on the keypad while the other
person walks around the protected areas and opens the zones (i.e. opens the doors and windows that are
protected, walk in the path of the motion detectors, etc.). The LCD screen will display the opened zones, but if a
zone does not register, contact your Installer.

9.2 FIRE ALARM TESTING
Do NOT use an open flame or burning materials to test your fire detection devices. Your Installer will provide details
on the best way to test your system.
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9.3

SYSTEM MAINTENANCE

Under normal use your system requires no maintenance other than regular testing. We recommend that your
Installer change the battery every three years.

9.4 SYSTEM TEST
Speak to your Installer before |How do | conduct the system test?
conducting a System Test |1) Call your Central Monitoring Station to advise them that you are testing your
since the system must be system.
programmed to respond 1o |2) Enter your [ACCESS CODE].
the test instructions. It is
3) Press the [8] button.
normally recommended that ) : .
The system will test all its connections and can send a report to your Central
you conduct the system test . . . .
Monitoring Station. If the system detects a problem, the Trouble Display will
once aweek, but contact your h the LCD Refer to section 7.0 14). Call your Install
Installer  for  instructions show onthe screen (Refer to section 7.0 on page 14). Call your Installer
. . for repairs if any Troubles occur.
concerning your particular
system.
10.0 FIRE AND BURGLAR ALARMS
RSN
10.1 STANDARD FIRE ZONE
During a fire alarm, the bell/l |How do | disarm a false alarm?
siren emits an intermittent |1) Enter your [ACCESS CODE] on the keypad.
sound (BEEP-BEEP-BEEP) until [2) Call your Central Monitoring Station quickly to advise them of the false
silenced or reset. If the zone alarm.
is a Standard Fire Zone, your
system can immediately send
an alert to your Central
Monitoring Station.
The Fire Zone may reset itself once the problem has cleared. If it does not, simultaneously
press and hold the [cLEAR] and [ENTER] buttons for two seconds.
10.2 DELAYED FIRE ZONE

If the zone is a Delayed Fire
Zone, there is an automatic
delay before your system
contacts your Central
Monitoring Station. Refer to
Figure 10.1 on page 18 to
prevent unnecessary
reporting of false alarms.

L3
A

What do | do if the fire alamm is accidentally triggered?

1) Press the [cLE AR] button within 30 seconds of the alarm.

2) Clear the problem from the area (i.e. clear the smoke from around the smoke
detector).

3) If the problem remains after 90 seconds, the alarm will sound again. Press
[cLEAR] again.
The system will delay reporting the alert for another 30 seconds.

If you are unable to cancel the false alarm, your system will send an alert. Call your Central
Mo nitoring Station to advise them of the false alarm.

The Fire Zone may reset itself once the smoke has cleared. If it does not, simultaneously
press and hold the [cCLEAR] and [ENTER] buttons for two seconds or speak to your installer.
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Figure 10.1: Delayed Fire Zone

Delayed Fire Zone
triggered.

v

Bell/siren activated. Transmission of the report delayed for
30 seconds. Delay timer may appear on LCD screen.

v

Yes
‘ Has the problem been corrected within the 30 second delay? }

*No

Has a second Delayed Fire Zone triggered within the 30
second delay?

Yes | Bell/siren continues and Fire
Alert report sent to the
Security Company.

*No T

Has [CLEARY] been pressed within the 30 second delay? } No

* Yes

Bell/siren silenced. Transmission of the Fire Alert report
delayed an additional 90 seconds. Delay timer may appear on

the LCD screen.
No ¥
——fProblem corrected within the 90 second delay?
+ Yes

Alarm disabled
10.3 FIRE SAFETY TIPS

How should you prepare in case of a fire in your home or business?

* Remind everyone to escape first, then call for help.

» Develop afire escape plan and designate a meeting place outside.

» Practice the escape plan frequently.

» Plan two ways to escape from every room, if possible.

» Practice feeling the way out with eyes closed.

 Instruct everyone never to stand up during a fire, always crawl under the smoke and keep mouths covered.
 Instruct everyone never to return to a burning building for any reason; it may cost them their life.

» Check smoke alarms regularly. Working smoke alamms dramatically increase everyone's chances of surviving a fire.

10.4 MINIMIZING HOME FIRE HAZARDS
How can you avoid the three most common causes of fires at home?

* Never leave cooking food unattended. It is the leading cause of fire injuries. Cooking fires often result from unattended
cooking and human error, rather than mechanical faiure.

+ Stay alert when smoking. Careless smoking is the leading cause of fire deaths. Smoke detectors and smolder-resistant
bedding and upholstered furniture are significant fire deterrents.

» Maintain your heating system. Faulty heating systems are the second leading cau se of residential fires.

10.5 HOME FIRE WARNING SYSTEM
Household fires are especially dangerous at night. Fires produce smoke and deadly gases that can overcome
occupants while they sleep. To warn against fire, smoke detectors should be installed outside each separate
sleeping area in the immediate vicinity of the bedrooms and on each additional story of the family living unit,
including basements.

10.6 BURGLAR ALARM
If your armed system is breached, the burglar alarm devices specific to your system will be triggered. If your keypad
is in Normal Mode:
» The Status Light may flash red
*  “In Alarm” will appear on LCD screen.
» Bell or siren may be activated

A In case of a burglar alarm, leave the premises and call the police station from a safe place.
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Voice-Assisted Arm/Disarm Module
Operating Instructions

11.0 INTRODUCTION

Congratulations on choosing the Paradox InTouch Voice-Assisted Arm/Disarm Module (APR3-ADM2). InTouch
turns any touch-tone telephone into a keypad. With InTouch, you can now arm or disarm your Digiplex security
system as well as activate or deactivate your InTouch’s output all from your telephone. Using detailed voice prompts
to guide your way, the InTouch is as simple as picking up yourtelephone.

12.0 ACCESS CODES

- - S

InTouch uses your Digiplex User Access Code to grant you access to your Digiplex Security System. The User
Access Code entered on your Digiplex system keypad is the same you would use to enter on your telephone.

13.0 HOW DO I USE IT?

————— - S

STEP 1:Pick up your telephone and dial the telephone number of the line that your InTouch is connected to. The
InTouch will now ask you to enter your Digiplex User Access Code.

STEP 2:Enter your Digiplex User Access Code.

If your Digiplex Security System is programmed to accept variable code lengths, you must
press the [#] key after entering your User Access Code.

STEP 3:Keys [1]to [4] on your telephone represent areas 1 to 4. To arm or disarm your Digiplex Security System,
press the desired area’s number on your telephone. This will toggle the area’s arming state from armed to
disarmed and vice versa (refer to section 16.0 on page 20).

STEP 4:To activate or deactivate the InTouch’s output, press the [#] key and then the [0] key (refer to section 16.0
on page 20).

14.0 THINGS YOU SHOULD KNOW

14.1

14.2

14.3

WHEN ACCESSING YOUR INTOUCH...
+ If you are using an answering machine or service, call the InTouch, hang up after one ring, wait between 10 and 255
seconds (depending on how Intouch was programmed by your Installer), and then call the InTouch again to access it.

WHEN ARMING OR DISARMING...

* You will only be able to arm or disarm areas that your User Code has access to.

» |f you were to arm an area with an open zone, Digiplex will Force arm the area. This will only happen with User Access
Codes that have the Force arming feature enabled.

WHEN ACTIVATING OR DEACTIVATING A PGM...

* Your InTouch’s output can be used to turn on lights, open or close a garage door and much more. Ask your installer
about this useful feature.
+ Ifthe InTouch’s output is not operational, you will not be able to activate or deactivate the output.
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* Your installer can program the output to deactivate ether manually or follow a timer. If programmed to be deactivated

manually, the output will remain activated until you deactivate it. If programmed to follow a timer, the output will
deactivate after the timer has elapsed.

14.4 WHEN USING YOUR INTOUCH...
* Insome cases, your telephone’s tone may not be powerful enough to interrupt the InTouch’s voice prompt. If this is the
case, simply wait for the InTouch’s voice prompt to finish before entering your action.
+ Ifyour Digiplex Security System and InTouch share the same telephone number, you may be interrupted at times when
using your InTouch.

15.0 TELEPHONE BUTTON FEATURES

e - S
Clear =[*]
If you have made an error, press the [*] button on your telephone to clear the error and then re-enter the
information.

Activate/Deactivate InTouch Output = [#], [0]
To activate or deactivate the InTouch’s output, press the [#] button and then the [0] button on your telephone.

Hang Up = [#] , [9]
When you wish to hang up, press the [#] button and then the [9] button to immediately hang up. The InTouch will
confirm the hang up with “Good-bye”.

If the hang-up feature is not used and if no action is performed after 2 minutes, the InTouch
will hang up automatically.

16.0 INTOUCH EXAMPLE
R = ...
Nelson has a Digiplex Security System and an InTouch hooked up at home. His security system has two areas.
Both areas are presently armed and the InTouch’s oufput, which is hooked up to his garage door opener, is
deactivated. Nelson is on his way home and wishes to disarm both areas and open his garage door. Nelson
performs the following:

% Nelson first dials the telephone number of the line to which the InTouch is connected to.

t When the InTouch picks up, it will prompt Nelson with the following:
“Please enter your code.”
eI, .
& Nelson enters his User Access Code.

®» The InTouch then prompts Nelson with the following:
“Area 1 Armed”
“Area 2 Armed”
“Output is Deactivated”
“To modify, enter Area number”

,;11 Nelson presses the [1] key on his telephone to disarm Area 1.

ﬁ Your User Access Code must also have access to the areas to which the InTouch is assigned
to.

20 User’s Manual



The InTouch then prompts Nelson with the following:
“Area 1 Disarmed”
‘Area 2 Armed”
“Output is Deactivated”
“To modify, enter Area number”

';;1 Nelson presses the [2] key on his telephone to disarm Area 2.

» The InTouch then prompts Nelson with the following:
t “Area 1 Disarmed”

“Area 2 Disarmed”

“Output is Deactivated”

“To modify, enter Area number”

«;;l Nelson then presses the [#] key and then the [0] key on his telephone to activate the output which in turn will
.||I"‘s activate the garage door.

% The InTouch then prompts Nelson with the following:
t “Output is Activated”

) Nelson then presses the [#] key and then the [9] key on his telephone to terminate the call.

% The InTouch then prompts Nelson with the following:
t “Goodbye”

17.0 INTOUCH SYSTEM CHECKLIST

Telephone Number:

Output Activates:

Output follows:

(] Output Timer

[J Manual Deactivation

Output Timer Length: _ _[J sec.or [J min.
Call, hang-up, and then call back within ____ sec.

Number of rings before InTouch answers:

Partition Assignment(J 1 (J2 O3 4
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Warranty

The Seller warrants its products to be free from defects in materials and workmanship under normal use for a period
of one year (except as indicated otherwise). Except as specifically stated herein, all express or implied warranties
whatsoever, statutory or otherwise, including without limitation, any implied warranty of merchantability and fitness
for a particular purpose, are expressly excluded. Because Seller does not install or connect the products and
because the products may be used in conjunction with products not manufactured by Seller, Seller cannot
guarantee the performance of the security system. Seller obligation and liability under this warranty is expressly
limited to repairing or replacing, at Seller's option, any product not meeting the specifications. In no event shall the
Seller be liable to the buyer or any other person for any loss or damages whether direct or indirect or conse quential
or incidental, including without limitation, any damages for lost profits, stolen goods, or claims by any other party
caused by defective goods or otherwise arising from the improper, incorrect or otherwise faulty installation or use of
the merchandise sold.
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BYyPass RECAIl .....uueenniiiiiiiiiiiiiiiiiiiiiieieeieenneenans DiSAINTING eneiniiniiiiiieiiieeneeneeneeneaaeeneaeanereeenens
PrOGIAIMIMING eeeveeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeseeeaaaeees 6 HOW 0 USE weeeeeeeee et e e e et eeeeeeeeeeaanans 19
TEIEDAONE BUELONS wveeeeeeeeeeeeeveeeeeseeeeerereneeeness 20
C
Card, Access Control K
ACEIVALING «eeveeeeeeeieeeeeeeeeeeeeeeeeeeeeeseeeeerenanneeenees 11 Keypad, LCD
AFIING WItR oooiiieeiiieeeeeeeeeeeeeeeee e 12 BULEON'S vovveveeeeeeeeeeeeeeeeaieeeeeeeeeeetesaaeeseeseeesssannns j
ASSIGN weveeeeeeeeee e et e e et e e et e e et e e et aaaaas 10 LIGAES weeeeeeeee et e e et e e e s e eeaae s
DISAITING WIR evvveeeeeeieeeeeeeeeeeereeeeeeeeeeeeenenenans 12 MESSAGES wevvvveeeeeeeeeeeeeeieeeeeseeeserenanisaeeseseeereennans 4
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SELLIMGS wvvvvvveeeeeeeeeeeeeeeeeeeeeseeeseseeeseesssssssensenennees 15

KEYSWItCh AFMING wvvveeneeeeerereiiiieeeeeeeeeeerriieeeeeeeeeeennnns 7
L
LCD KEYPAA «eeeeeeeeeeeeeeeeeeeeeeeeeeeee e eeseeeeeseennnnns 4
LEVEL, ACCESS oeeverrrereeeereeeeerirnniieesesesesesmmneeeeseseeens 10
M
T @ oY =N 8
Master Feature, in User OptionS ....ccccvveeiiiiiieriennnnnnns 11
N
NO Movement AULO-AMNING ...evvvvunreerrenneeerrrneeeerrnneeesens 7
(o)
ONE-TOUCH BULLONS ..vveeeiiiiiiiiiiieeeeeeeeeeevireeeeeeeeeeeeenaaes 7
Outputs, Programmable (PGM) .....ccuveeevevvuneeervnneeennns 15
P
T Tl T 1 T 16
Partitioned SYSEEM ....ceeeeieeeeerieieeeeeeeeeeerriieeeeeeereeenanns 5

Power Failure, see Trouble
Programmable Outputs (PGM)

Activating Through INTOUCH ...cuuueeeeeeeeeeeeeeeeeeeennn. 19
in DigipleXNE Security SYStEM ........eeeeeeeeeeeeeeennnnns 15
Programming
ACCESS CONLrol Cards ....ceueveeieineiiennieennienennennennens 10
Access CONtrol USEr OPLiONS ....uueeeeeeeeeeeeeeeaeneennns 10
ACCESS LEVEIS .oveeeeeeeeeeeeeeeeeeeeeeeeeseeeeereeeneeenees 10
CRIME ZONES wevvveeeeeeeeeeeeeeeeieeeeeseeeeesssieeeeeseeeeens 16
SCREAUIES e 10
USEF ACCESS COTES wuvvneeeeeeeeeeeeeeieeeeeeeeeeeeeeennnns 9-10
USEE OPLIONS vevvvveeeeeeeeeeeresaeeeeeeeseseeesssiieseesesenens 9

Q

Quick Function Buttons

Answer Winload SOfWAre .........uueeeeeeeeeeeeeeeeeeneennns 16
Call Winload SOFtWAre .......cccvvvveeeeeeeeeeeiiinveeeneeeen 16
Cancel Communication with Winload Software ........ 16
SENA TESE REPOM e eeeeens 16
R
Recall, Bypassed ZONES ....cccceveiiiiiiiiiiieieiieeieeeneeeneeennnns 6
REGUIAT AFTNING «eteeeenneeeeeeneeeeeeaeeeeeeneeeerenaeeeenanaaeeeenns 5
REGUESE FOF EXI «neevvrneeeeeeeneeeeeeeneeeeeeeneeeeeennaeeeeennaaeees 12
S
SAFELY TIPS, FIME teveeneeeeeeeeeeeeeeeeeeeaeeeeeeaeeeeennaeeeenens 18
SCREAUIES ettt e et e e e eeaeeeenans 10

Separated System
see Partitioned System

Siren DISCONNECLEd ....ceevvviiiiiiiiiiiieieieeeeeeeeeeeeeeeeeee 14
Standard Fire ZONE ......cceveveeeieieiiiiiiiiiiieeeeeeeeeeeeeee 17
SEAY AFMING eevvrenneeeereeeeereennnaeeeeeeeeeeeeenneaeeseeeeerennnnns 6
SYStEM MASEEr COUE ...vveerrrenuneeeeeeeeeeeeeneeeeeeeeeeenennnnns 8
SYSEEM TESE wevvveneneeeeeeeeeereeeeeeeeeeeeeeennneaeeeeeeeerennnnns 17
T

TAMPEIEA ZONES «.eeevveeeneeeeeeeeeeeeeeeeeeeeeeeeereennaeeeees 14

Testing and Maintenance
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BUFGIAF ALGIM eeeveeeeeieeieeeeeeeeeeeereeeaeeeeeeeseeerenannns 16
FIFE AIBIT weeeee et e e e e e e e 16
SYSEEM MAINEENANCE «evvveeneeeeeeeeeereeeeeeeereeeeereennnns 17
SYSEEM TESL wveeeeeeeeeeeeeeeeeeeeseeeresasieeeseseeeresanans 17
THTIE, SEE weneeeeeeeeeeeeeeeeeeeeeeeeeeeeaeeeeeeaeeeeeeaeeeeeannans 15
Timed AULO-AIMING ovvvunneeiiiieeeiiineeeerieeeerneeeranneees 7
Timer
ENEY DEIAY oeeeeeeeeeeeeeeeee e eeeeeeeeeeeeaaenees 7
EXIE DEIAY weveeeeeeeeeeeeeeeeeeeeeeaieeseeeseeseeeneeseeennenees 5
Trouble
Yol - (1] SN 14
BAEEIY oot e e e e e eans 14
Bell/Siren DiSCONNECLEM ..........uuvvveeeeeeeeeeeeerenenenns 14
CIOCK tvveeeeeereeeeeeareeeesseeeeseasseaeeenssseeeesnsseeaens 14
LOW BALLEIY, ZONE .eveeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeenenns 14
SYSEEIM «eeeeeeeeeeeeeeeeeeeeeeeeeeseeeeeeeaaaaeseeseereennnns 14
ZONE FAUIE ©vvvveeeeeeeeeeeeeeeeeeeeseaaeeeeeeeeeesseseesesesenes 14
Z0NE TAMPEIING «eeeeeeeeeeeeeeeeeeeeeeeereeeeraereeeeaenaes 14
U
Unlocked Period, EXtENAEd ....eeeveneeeeeeeneeeeeeieeeeeeenaenens 11

User Options
Access Control, see Access Control User Options

AFE3 ACCESS vvvevevieeeeeeseeeeersieseeeeeseseresannanss
AP ONLY e e eeeeeeeeaaeeenann 11
BYPASS tiiitiiiiiiiiiiiiiiiiietttiiiniiitneteieatetsnatatananans 11
DUFESS «vvvvveveeeeeeeeeeeeeeeeeeeeeeeeessesesesssssssssssssesseenes 11
FOFCE AMM e e e e ereeeeeens 11
MASLEr FEALUIE ...eevvveeeeeeeeeeeeeieeeeeeeeeeeeeeeesereseeeans 11
PrOGrAMIMUNG «.eeeeeeeeeeeeeeieeeeeseeeeesssaeeseesesenens 9-10
Stay & INSEANE AP ceeeeeeeeeeeeeeeee e eeeeeeeeeeenns 11

\'4

Viewing
AIFMS IN MEIMOIY veeeeeeeeeeeeeieeeeeeeeeeeeeeeeeeeeseeeeens 8
AFEA SLALUS .ooevvveveeeeeeeeeeeeeeriieeeeeeeeeeeeraaieeeeeeaeees 5
USEr ACLIONS iN MEMOMY weveeeeeeeeeeeeeeeeeeeereeeeenenans 14



NOTES
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